
ABSTRACT

The objective of tlis thesis is to exarnine the utilization of clor-rd compnting itr business entities.

rvith a parlicglar ernplrasis ou the inl'lueirce of- cloud technologl' ol.t tl'tultitredia asset

,1u,rrg.,1r"rt and control. The goal of the inquiry is to leanl tr:rore about the sectrrity utlrries

tlat busipesses have about integrating cloud cornputiug. "fhe results shorv that goverllmellt

organizations'adoptiort rates of cloucl cornputing vary, rvith solne leadir,g the rvay and others

lalging behincl. Tire stucly be-sins rvith a thorouglt analysis of relevant literature that clarifies

theloltplex nature ol cloucl computin-9. After therr. a thorough survey is carried out- atrd a

subset oiparticipalts consent to adclitional interviervs to clarify the state of cloLrd acceptabilitl"

at that tirne. The irnportance of security concems as a ma.jor lrarrier to the uptake of clotrd

teclurologies is one irnpofiant fincling. Interestingly. research irldicates that careful clor-rd

techlology use rnight actually strengthen securify protocols. The data analvsis results shorv that

rvhile govelrurent organizations are leaditrg the way itr cloud adoption initiatives in the KSA.

and sorne parts of tlie European Union, India and Pakistalr

Kcl u ords:

Mtiltimedia control, cloud cornputing. sccuritv concerns. goverllment adoption. data anall'sis.
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